
Ohio Education Computer Network 
Purchasing Consortium (OECN)
2023–2024 Product Offerings

The OECN is made up of  Information Technology Centers (ITCs). The Management 
Council of the OECN facilitates, in partnership with ITCs, to provide consortium-
priced products to benefit schools and organizations served. The products are 
available from your affiliate ITC.  Contact them if you are interested. 

•• Communication
Zoom Large Meeting: The Zoom Large Meeting is an “add-on” to existing Zoom Pro 
license. It expands the meeting capacity from the standard 300 participants to either 
500 or 1000 participants.

Zoom Webinar: Zoom Webinar: Zoom Webinar is an add-on feature to an existing 
licensed Pro account. It allows for additional attendees to participate in the webinar 
and is available in 500, 1000, 3000, and 5000 participant sizes to meet your webinar 
needs.

Zoom Pro Meeting: Zoom Pro license is an application that installs and runs on your 
own computing device and includes the ability to interact with legacy H.323 room 
systems, high quality audio and video, participant meetings for up to 300, integration 
with existing calendaring, online storage for recordings, and many  
other features.

Zoom Room: Zoom Rooms are a fully integrated audio-video solution with 
computing capabilities, designed for use in fixed or well-defined meeting rooms, 
such as classrooms and conference rooms.

•• eSignature
Dropbox Sign: Dropbox Sign enables users to send documents for electronic 
signature. As a cloud-based application, it is accessed from a web browser.

•• Security
Abnormal Security Email: Offered for both students and staff, Abnormal detects 
never-seen attacks with no traditional indicators of compromise by analyzing tens 
of thousands unique signals to detect anomalies in email messages. Abnormal 
automatically remediates malicious messages within milliseconds, removing the 
possibility of end-user engagement.

Abnormal Security Takeover Protection: Offered for both students and staff, 
Abnormal observes and baselines normal end-user behavior and detects deviations 
across logins, multifactor authentication (MFA) methods, and location. It also detects 
mail rule filter changes, changes in email content and tone, and unusual recipients.
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» Dropbox™
» Abnormal Security™
» AgileBlue™
» Cisco DUO®
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» Lightspeed™
» StormWind Studios
» TechGuard Security™
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Abnormal Security Abuse Mailbox: Offered for both students and staff, Abnormal 
automatically inspects and judges reported emails as malicious, spam, or safe. If an email 
is found malicious, Abuse Mailbox Automation intelligently locates and instantly removes 
other unreported emails within the same phishing campaign.

Abnormal Security Email Productivity: Offered for both students and staff, improve 
employee productivity and measure your timesavings with adaptive graymail protection 
using Abnormal Security’s Email Productivity add-on.

AgileBlue MEDR: The AgileBlue SOC|XDR (eXtended Detection & Response) platform 
correlates, stitches, and integrates every layer of your technology stack to detect 
indicators of cyberattack.

AgileBlue SOC/SIEM: AgileBlue is a SOC-as-a-Service platform that is proven to detect 
cyber threats faster and more accurately across your entire digital infrastructure and 
cloud.

Cisco DUO Access: DUO Access adds policy and control over which users, devices, and 
networks are permitted to access organization applications. 

Cisco DUO Beyond: DUO Beyond allows you to give your users secure access to internal 
applications without using VPNs.

Cisco DUO MFA: Multi-factor authentication (MFA) from Cisco’s DUO protects your 
applications by using a second source of validation, like a phone or token, to verify user 
identity before granting access.

Cisco DUO Tokens: DUO Tokens enable MFA without the use of a cell phone by generating 
a different series of digits each time the token is used.

DUO Third-party Fietian MFA Tokens: These third-party tokens enable MFA without the 
use of a cell phone by generating a different series of digits each time the token is used.

LastPass Password Manager: A password manager is a tool that does the work of 
creating, remembering, and filling in passwords. Simply log into an online account for the 
first time and LastPass will store your username and password so every time you go back 
your credentials will be filled in automatically.

Lightspeed Alert™: Keep your students safe and help prevent suicide, cyberbullying, 
self-harm, and school violence with real-time monitoring and early-warning alerts. With 
Lightspeed Alert, AI technology scans and flags concerning indicators and sends real-time 
alerts to designated district safety staff so they can take action when it’s needed.

Lightspeed Classroom Management™: With Lightspeed Classroom Management, 
teachers can keep their students logged in, participating, and focused whether in-person 
or at a distance. Advanced AI technology gives teachers real-time visibility and control 
of their students’ digital workspaces and online activity.  Educators can safely message 
a distracted student, redirect their browser, close windows and tabs, and enable screen 
sharing for collaboration between students.

Lightspeed Digital Insight: Digital Insight prevents unapproved applications from 
compromising data privacy across the district. 

Lightspeed Filter: Lightspeed Filter helps technology teams scale student safety with our 
cloud-based, device-level protections that work across all devices, operating systems, 
and learning environments.

StormWind Technical & Security Training: StormWind Studios is transforming  
web-based IT certification training with its unique, high-tech approach: studio-quality 
recording equipment, live video, multimedia presentations, interactive discussions, and 
expert instructors.

TechGuard Security: This cybersecurity awareness training will have your district ready 
to prevent cyberattacks through trainings and phishing campaigns.
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